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4 See footnote 1 to § 248.4(a)(2).
1 Copies may be obtained, if needed, from 

the U.S. Naval Publications and Forms Cen-
ter, 5801 Tabor Avenue, Attn: Code 301, Phila-
delphia PA 19120.

apparent duplication of periodicals and 
direct the elimination of those found to 
be duplicative or of marginal value. 
(See § 248.4(b).) 

(b) The Head of each DoD Component 
shall designate an office to monitor the 
Component’s internal periodicals, and: 

(1) Conduct a coordinated review of 
its standards for publication, distribu-
tion, evaluation, review and approval; 

(2) Maintain a current inventory of 
its periodicals; and 

(3) Submit such reports as may be re-
quired by the ASD(PA).

§ 248.6 Funding. 
DoD periodicals will be financed 

within available appropriated or non-
appropriated funds and will be pro-
duced as economically as possible, con-
sistent with the need for efficient com-
munication (See DoD Instruction 
7041.3.4) Funding will be in accordance 
with established management practices 
of the DoD Component concerned.

PART 249—PRESENTATION OF DoD-
RELATED SCIENTIFIC AND TECH-
NICAL PAPERS AT MEETINGS
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AUTHORITY: 10 U.S.C. 130.

SOURCE: 52 FR 41708, Oct. 30, 1987, unless 
otherwise noted.

§ 249.1 Purpose. 
This part amplifies policy set forth in 

DoD Directive 3200.12,1 assigns respon-
sibilities, prescribes procedures, and 
provides guidance for consideration of 
national security concerns in the dis-
semination of scientific and technical 
information in the possession or under 
the control of the Department of De-
fense at conferences and meetings. It 
supports current policies regarding 
classified meetings and requirements 

for review of scientific and technical 
papers; provides guidance for reviewing 
and presenting papers containing ex-
port-controlled DoD technical data; es-
tablishes procedures for containing 
DoD advice on independently-produced 
scientific and technical papers; and 
provides criteria for identifying funda-
mental research activities performed 
under contract or grant that are ex-
cluded from review requirements.

§ 249.2 Applicability and scope. 

This part applies to the Office of the 
Secretary of Defense (OSD) DoD Field 
Activities, the Military Departments, 
the Organization of the Joint Chiefs of 
Staff (OJCS), the Defense Agencies, 
and the Unified and Specified Com-
mands (hereafter referred to collec-
tively as ‘‘DoD Components’’).

§ 249.3 Definitions. 

Contracted fundamental research. In-
cludes grants and contracts that are (a) 
funded by budget Category 6.1 (‘‘Re-
search’’), whether performed by univer-
sities or industry or (b) funded by 
budget Category 6.2 (‘‘Exploratory De-
velopment’’) and performed on-campus 
at a university. The research shall not 
be considered fundamental in those 
rare and exceptional circumstances 
where the 6.2-funded effort presents a 
high likelihood of disclosing perform-
ance characterics of military systems 
or manufacturing technologies that are 
unique and critical to defense, and 
where agreement on restrictions have 
been recorded in the contract or grant. 

DoD personnel. All civilian officers 
and employees, including special Gov-
ernment employees, of all DoD Compo-
nents, and all active duty officers 
(commissioned and warrant) and en-
listed members of the Army, Navy, Air 
Force, and Marine Corps.

§ 249.4 Policy. 

It is DoD policy to: 
(a) Encourage the presentation of sci-

entific and technical information gen-
erated by or for the Department of De-
fense at technical meetings consistent 
with United States laws and the re-
quirements of national security. 
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